EAB Tool: 
Key Questions for Purchasing a Vendor Database for BIT Work

EAB Advice:
The Student Affairs Forum’s work illustrates how in the past three years many BITs have seen increases in the number of referrals and cases.  At some institutions, teams have experienced more than a 50% rise in their workload without additional resources or support.  BITs are also seeing more complex and time intensive cases, which may require the group to support and track the student over months and occasionally years.  
Given these trends, teams are looking for ways to improve their recordkeeping and data tracking processes.  While some teams are using secured Excel spreadsheet or homegrown databases, many institutions are currently evaluating vendor-hosted solutions.  Forum research showed that Maxient and Symplicity are the current market leaders for BIT databases.  Regardless of the vendor, there are a variety of issues that BITs must consider before moving forward with a database.  Below are a series of questions that the Forum developed to help teams brainstorm around issues such as access levels, security features, and reporting capabilities.  
Institutional and BIT-Specific Considerations

The Forum recommends that the items below be discussed with various campus stakeholders such as the Vice President for Student Affairs, the University General Counsel, the Registrar, and the IT department as part of the vendor evaluation process.

Financial Resources

· Can we make a multi-year commitment of resources to implement the system?

· Will other parts of the institution (e.g., conduct, bias, etc.) use the system for their needs?  
· Would those units be able to provide some funding for the system?

Access
· Who will have access to the system?  
· How will we divide access levels among groups of employees?

· Will the system only be used for BIT work?

· If not, what other issues beyond concerning behavior will be reported through the system (conduct, bias incidents, academic dishonesty)?

· Will we grant access to BIT records to anyone who is not a BIT member?
Implementation

· Who will we assign as the campus superuser(s)?

· What will be the superusers' responsibilities?
· What training with BIT members receive?

· How often will their be refresher trainings?
· Will all team members update case files in the system or will they submit information to the superusers to update the system? 

Assessment and Reporting

· What data do we want to track about our students of concern?  
· Does the system allow us to quickly pull that information?
· What types of standard reports do we want to generate?

· Are there customized data pulls the vendor can create for us that focus on institution specific goals, programs, or sub-populations?
· Is the Senior Student Affairs officer committed to using these reports? 
· How frequently will we update our assessment reports? 

Security

· Are the General Counsel and IT department comfortable with the vendor's security features?

· What login and password-protection features should we have for our team members and other professionals to access the site?

· Is the Registrar willing to connect the Student Information System (SIS) to the database to feed data into the database?  

· Is there information that the Registrar does not want the BIT database to receive from the SIS? Can that information be excluded from data feeds?

· How frequently do we want the SIS to feed information to the database?
· How long will BIT records be retained in the system (3 years, 5 years, 7 years or indefinately)?

· What is our plan for canceling service and removing data/records if we become unsatisfied or if we find a superior system?  
Vendor Considerations

The Forum suggests that institutions explore the following questions with vendors as part of the sale process.  Key items include fees, the bandwidth for institutional customization, and security features.  
Fees

· What is your installation fee and how is that calculated?

· What is the annual maintenance fee?
· Is your annual fee all inclusive (tech support calls, unlimited data storage, unlimited users)?

· Is there an extra fee to transfer or upload our current BIT data into the system?
· How are the fees affected if we use the system for different parts of the institution such as academic integrity or conduct?

Access

· What levels of access can be granted to different users?  

· Can the system notify designated users of new reports or cases?  How so?

· Can team leaders communicate directly with individual and/or groups of users about new or ongoing cases?

· How does the system display high-priority cases or allow users to create lists of their own high-priority cases?  

· How will team members and leaders know that a student case has escalated to a higher stage of crisis?

· Is there a record of all interactions with the system that could be produced in case of a law suit?

· In case it becomes necessary to bring non-members into a case's resolution, can we grant someone access to a BIT case even if they typically do not have access to those files?  

· Can team members access the system if they are off-campus and not connected to the institution's network?  If so, how?

Institutional Customization

· What types of referral and reporting forms are available through your system?  

· In what ways can we customize the system to our needs and aesthetic preferences?

· How can referral/reporting forms be customized based on our BIT's mission or the uses of the form?
· Can we communicate directly with students through the system by creating official letters, sending surveys, or scheduling meetings?

· Does the system inform a team leader or display when a student has opened an official communication through the system?
Implementation and Technical Support

· What training do you provide to our staff upon implementing the system?

· What is the process for submitting a request for technical support?

· What opportunities do you provide for users to give feedback on the system and suggest changes?

· Do you provide training to new team members in the event of new staff members or team member transition?

· Do users have a designated point of contact at the company?  If not, with whom will we work when we have questions or concerns?

· How frequently do you upgrade the system?  Do you notify users of upgrades and help them adjust to any changes?

· What are the most common problems users report with your system?

· If we are converting from another system, how will you get the data from that system and incorporate it into yours?

Reporting and Assessment Features

· What data points does your system track?

· What pre-loaded reports exist within your system?

· What are the most commonly used reports in your system?

· How do we create customized reports based on our needs?

· If we cannot create a report ourselves, how quickly can you generate customized assessment reports for our team?

· Can you incorporate our old records into the system so that we can track data longitudinally and compare team performance before and after implementing the system?

Security

· What are the system’s security features?

· How do your system’s security features compare with other companies in the marketplace?
· In the event that your systems' security is breached, how will you rectify the situation?

· How do we login to the system?  Is it part of a Single Sign On to our internal network, or is it a separate web-based login?

· What is the process for canceling our use of the system?

· Upon canceling our use of the system, what do you do with the legally-protected student data that has gone through your servers?

· For how long do you store an individual student's records?

· When your system connects to our Student Information System (SIS), does it feed information back into the SIS or does it merely pull the information?  

· How frequently does the system pull information from the SIS?

