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Adapted from Iowa Computer Security Incident Response Team (I-

CSIRT) Flow 5/6/2010, 

http://itsecurity.uiowa.edu/resources/documents/i-csirt-flowchart.pdf.  

Artifact A: University of Iowa I-CSIRT Breach 
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